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FAB iBANKING - CORPORATE ONLINE BANKING 
APPLICATION FORM
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 Country:  UAE
Corporate Details 
Click '+' to add more CIFs or 'x' to remove a CIF (Corporate's CIF No. as provided by FAB)
A. Daily Online Limit (In AED)
B. Designated Account/Card Number for access  
Click '+' to add an Account/Card No. or 'x' to remove an Account/Card No.
C. Designated External Bank Accounts for Access*
(Click '+' to add more Non-FAB Account or 'x' to remove a Non-FAB Account details)
* Please contact your respective banks to advise them to send the relevant SWIFT MT940 statements to FAB via SWIFT Code: NBADAEAACMS
D. Corporate Module Access
For multiple Employer ID, insert the same separated by comma.
1. Payments include Transfer within FAB,Card Payment,  Bill Payment, Domestic Fund transfer and International Fund Transfer.  2. Only Existing Ratibi clients can request for this service, if you would like to enroll to Ratibi Payroll Service, please visit the nearest FAB branch. All enquiries regarding RATIBI access via iBANKING can be emailed to  ratibi@FAB.com.   3. Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
E. Corporate User Details & Access
(Click '+' to add more User details  or 'x' to remove an User details )
1. Payments include Transfer within FAB, Bill Payment, Domestic Fund Transfer and International Fund Transfer.  2. Only Existing Ratibi clients can request for this service, if you would like to enroll to Ratibi Payroll Service, please visit the nearest FAB branch. All enquiries regarding RATIBI access via iBANKING can be emailed to  ratibi@bankfab.com.  3. Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
Preferred User ID (between 8 to 16 characters)
User Role:
Payroll Services
Note : A User cannot approve their own initiated transactions unless they are a self-authorizer. 
Account/Card  Number
IIR
Collectn
Module
 MT101
Liquidity
Ratibi Services
WPS
Non-WPS Salary
Bulk Payments
Payments
Account Services
All Options
(Click '+' to add additional Account/Card No. or 'x' to remove an account details)
Account and Module Access
Integrated Information Reporting
Corporate Services
(Click '+' to add more Data enrichment details or 'x' to remove )
Corporate Additional Services
Corporate Additional Services
Corporate User Roles Details :
Notes: 
1. Maker : User who creates / initiates transactions. Self Authorizer: Transactions created / initiated by this User does not require authorization (Single Control). Approver: User who approves / authorizes transactions. Releaser: User who release the transactions. Group: Indicate the Group to which the user belongs to (e.g. A, B, C, D, or E, as applicable to customer Authorization Policy)
* All Accounts : All Accounts specified in Section B and C.
Payment Authorization Workflow:
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
AED 1
AED 500,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
(Click '+' to add and 'x' to remove a row.)
F. Transaction Authorization Matrix (please tick to update)
G.  Special Instruction
H.  Authorization
I/We have received a copy of the corporate internet banking services (iBANKING) Terms and Conditions contained in the Schedule to this application (the “Terms and Conditions”). I/We confirm that I/we have fully read and understood the Terms and Conditions and am/are duly authorised on behalf of                                                                                                                                                                          to agree that                                                                                                                                                                   shall be bound by the Terms and Conditions. In addition, I/we acknowledge and agree that the pricing applicable to this service may vary from time to time.
I/We hereby acknowledge that I/We have received the RSA token(s) with the serial number(s) noted in section E (Corporate User Details & Access) of this application.
I/We, duly authorized signatory of                                                                                                                  hereby declare that the information given above is true and correct and it does not conflict or contradict any of and is otherwise in compliance with our constitutional documents and corporate authorization(s) relating to this application, the services or any related action subject of this application. 
 I/We certify that:  
(i)    On or before the date of this application, I/We have delivered to First Abu Dhabi Bank PJSC a correct and complete copy of the constitutional documents of                                                                                                                                   , which, as of the date of this application, are up-to-date; and
(ii)                                                                                                          has taken all necessary steps to approve the terms of and the transactions contemplated by this application and/or the services or any related action subject of this application.
(Please click '+' to add two more authorized signatories details and  'x' to remove Signatories Details)
Bank Use Only
  Note : Pickup Point - Soft copy of Annexure to be emailed to customer
  Note : Dealer Code - Soft copy of Annexure to be emailed to customer
Corporate Details 
Click '+' to add more CIFs  (Corporate's CIF No. as provided by FAB)
A. Daily Online Limit
B. Designated Account/Card Number for Access  
Click '+' to add an Account/Card No. or 'x' to remove an Account/Card No.
C. Designated External Bank Accounts for Access*
(Click '+' to add more Non-FAB Account or 'x' to remove a Non-FAB Account details)
* Please contact your respective banks to advise them to send the relevant SWIFT MT940 statements to FAB via SWIFT Code: NBADAEAACMS
D. Corporate Module Access
For multiple Employer ID, insert the same separated by comma.
1. Payments include Transfer within FAB,Card Payment,  Bill Payment, Domestic Fund transfer and International Fund Transfer.  2. Only Existing Ratibi clients can request for this service, if you would like to enroll to Ratibi Payroll Service, please visit the nearest FAB branch. All enquiries regarding RATIBI access via iBANKING can be emailed to  ratibi@FAB.com.   3. Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
E. Corporate User Details & Access
(Click '+' to add more User details)
1. Payments include Transfer within FAB, Bill Payment, Domestic Fund Transfer and International Fund Transfer.  2. Only Existing Ratibi clients can request for this service, if you would like to enroll to Ratibi Payroll Service, please visit the nearest FAB branch. All enquiries regarding RATIBI access via iBANKING can be emailed to  ratibi@bankfab.com.  3. Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
User Details:
Preferred User ID (between 8 to 16 characters)
User Role:
(Click '+' to add a record) 
SWIFT MT101 Funds Transfer
Payroll Services
Account  to be link 
Account and Module Access
IIR
Collectn
Module
 MT101
Liquidity
Ratibi Services
WPS
Non-WPS Salary
Bulk Payments
Payments
Account Services
All Options
Account/Card  Number
Note : A User cannot approve their own initiated transactions unless they are a self-authorizer. 
Integrated Information Reporting
Corporate Services
(Click '+' to add more Data enrichment details or 'x' to remove )
Corporate Additional Services
Corporate User Details :
Notes: 
1. Maker : User who creates / initiates transactions. Self Authorizer: Transactions created / initiated by this User does not require authorization (Single Control). Approver: User who approves / authorizes transactions. Releaser: User who release the transactions. Group: Indicate the Group to which the user belongs to (e.g. A, B, C, D, or E, as applicable to customer Authorization Policy)
*All Accounts: All accounts specified in Section B and C
Payment Authorization Workflow:
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
AED 1 
AED 500,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
(Click '+' to add and 'x' to remove a row.)
F. Transaction Authorization Matrix (please tick to update)
G.  Special Instruction
H.  Authorization
I/We have received a copy of the corporate internet banking services (iBANKING) terms and conditions contained in the Schedule to this application (the “Terms and Conditions”). I/We confirm that I/we have fully read and understood the Terms and Conditions and am/are duly authorised on behalf of                                                                                                                                                                          to agree that                                                                                                                                                               shall be bound by the Terms and Conditions. In addition, I/we acknowledge and agree that the pricing applicable to this service may vary from time to time.
I/We, duly authorized signatory of                                                                                                                  hereby declare that the information given above is true and correct and it does not conflict or contradict any of and is otherwise in compliance with our constitutional documents and corporate authorization(s) relating to this application, the services or any related action subject of this application. 
I/We hereby acknowledge that I/We have received the RSA token(s) with the serial number(s) noted in section E (Corporate User Details & Access) of this application.
 I/We certify that:  
(i)    On or before the date of this application, I/We have delivered to First Abu Dhabi Bank PJSC a correct and complete copy of the constitutional documents of                                                                                                                                   , which, as of the date of this application, are up-to-date; and
(ii)                                                                                                          has taken all necessary steps to approve the terms of and the transactions contemplated by this application and/or the services or any related action subject of this application.
(Please click '+' to add two more authorized signatories details and  'x' to remove Signatories Details)
Bank Use Only
  Note : Pickup Point - Soft copy of Annexure to be emailed to customer
  Note : Dealer Code - Soft copy of Annexure to be emailed to customer
Schedule
iBANKING - Corporate Internet Banking Services 
The Corporate Internet Banking Services are governed by the following Terms and Conditions.  Other Terms and Conditions governing the Customer's Account (General Terms and Conditions of Accounts and Banking Services) with the Bank will continue to be applicable except only where such other Terms and Conditions are in conflict with these Terms and Conditions, in such case these Terms and Conditions shall prevail.  By applying for and using the Corporate Internet Banking Services, the Customer acknowledges and accepts these Terms and Conditions and any supplementary Terms and Conditions that may from time to time be in force .
1.        Definitions:
Capitalized terms which are used and not defined in this Section shall have the meaning given to such terms in the General Terms and Conditions of Accounts and Banking Services.
Application Form:         means the application form signed by the Customer to use the Corporate Internet Banking Services.
Bank :                   First Abu Dhabi Bank PJSC and its branches, successors  and legal assigns.
Business Day :          shall mean a day other than Friday or any day that is a legal holiday in the UAE or a day on which the Bank is authorised or required by law or other governmental action to be closed on which the Bank is open for general banking operations in the United Arab Emirates
Central Bank :          shall mean the Central Bank of the United Arab Emirates. 
Channel:                  shall mean the Corporate Internet Banking Services offered by the Bank.
Customer :                   any corporate entity which has an account with the Bank and/or subscribed to utilizing any of the services referred to in these Terms and Conditions.
Corporate Internet 
Banking Services :         electronic banking system which enables the Customer to conduct Transactions and Instructions , enquire / download statements on the Account with the Bank via the internet.
Email:                  refers to the 'Mailbox' option available within the Corporate Internet Banking Services enabling secured electronic mail communication between the          Customer and the Bank. 
Instruction :          any communication , order , message , data, information which the Customer has initiated remotely and electronically transmitted to the Bank through the Corporate Internet Banking Services.
Payment :                  bill payments, Intra-bank payments from a Customer's account to another account within the bank, domestic or international funds' transfer from a Customer's account to an account held with another bank. 
Ratibi Services:         The facility through which the Bank issues payroll cards to the customer which allows the Customer's employees to withdraw money from automated teller machines and make online purchases or POS purchases.
Secure ID :          the Number generated by the Security token device provided by the bank which is necessary for accessing  the Corporate Internet Banking Services.
Security Tools:         means the security token device provided by the Bank.
SWIFT MT101              functionality enabling the Customer to instruct the account holding bank to debit its account and to credit specific beneficiary.
Fund Transfer :            
Transaction :          means any transaction or operation made or performed, processed or effected through the Corporate Internet Banking  Services by the Customer or any person purporting to be the Customer, by any of the Customer's Authorised Users or any person purporting to be the Customer's Authorised User, acting on the Customer's behalf or purportedly acting on the Customer's behalf, with or without the Customer's consent (including any services requested in relation to Ratibi Services (if applicable)).
Website :                  the Bank's website, www.growstronger.com 
1.1.     Unless the context otherwise requires:
1.1.1           words importing the singular include the plural and vice-versa and words importing a gender include any gender;
1.1.2           the words “including” and “include” shall mean including without limitation and include without limitation respectively;  
1.1.3           a reference to a Clause or a Schedule is a reference to a clause of, or a schedule to, these Terms and Conditions ;
1.1.4           the headings and the table of contents are for convenience only and shall not affect the construction of these Terms and Conditions ; and 
1.1.5           any reference to a person includes a body corporate, unincorporated association of persons (including a partnership or joint venture), government, state, agency, organization and any other entity whether or not having a separate legal personality and an individual, his estate and personal representatives. 
1.2.     Clause 1.1 applies unless the contrary intention appears. 
1.3.     Any schedules or appendices to these Terms and Conditions  form part of these Terms and Conditions . 
2.        Eligibility
Any Customer who has an Account with the Bank, subject to the Bank's discretion, is eligible to apply for Corporate Internet Banking Services. If at any time the Customer  ceases to have an eligible Account the Bank reserves the right to deny access to the Corporate Internet Banking Services. 
3.        Rules of Transactions
3.1      The Customer acknowledges that: 
3.1.1   all Transactions submitted and authorised via the Corporate Internet Banking Services (including Ratibi Services, if applicable) may be processed by the Bank without any further reference to the Customer, written notice or verification; and
3.1.2   once a Transaction is submitted and authorised through the Corporate Internet Banking Services, the Bank shall be under no obligation to accept any amendment or cancellation thereof.  
3.2      Transactions will be processed only upon the availability of sufficient funds in the Customer's account at the time the Customer submits the Transaction. 
3.3      The Customer accepts that the Bank may impose a daily transaction limit on a Transaction using the Corporate Internet Banking Services.
3.4      Daily online limit(s) including the corporate, initiation and approval limit(s) are calculated as per the transactions executed by the user(s) on that day through the service. 
3.5      Any transaction(s) initiated by the user(s) will be executed entirely as per the workflow mandate defined for the service at the time of initiation.
3.6      Amendment / deletion of any beneficiary(s) details will not be reflected on any initiated transaction(s) / template(s) already setup including future dated transaction(s) / standing instruction(s).
3.7      The Bank may be required, or may in its reasonable discretion consider it prudent, to take steps in relation to Transactions for the purposes of compliance with relevant laws and regulations, including laws and regulations relating to the prevention of money laundering, terrorist financing and the provision of financial and other services to persons or entities which may be subject to sanctions.  These compliance steps may include the interception and investigation of Transactions and making further enquiries as to whether or not a name which might refer to a sanctioned person or entity actually refers to that person or entity.  The Bank shall not be liable for any direct or indirect loss, liability or    cost incurred by the Customer as a result of the Bank undertaking such compliance. 
3.8      The Customer acknowledges that by using the Ratibi Service via Corporate Internet Banking Services, they agree to the additional Terms and Conditions that are applicable to the Ratibi Payroll Card and Salary Transfer via WPS or FTS. 
4.        Payments
The Customer is allowed to Transfer funds within its Account(s).or any other account with the Bank using the Corporate Internet Banking Services at any time, 24 hours a day.    For other Payment types the standard cut-off times shall be applicable.
4.1      External account summary and SWIFT MT101 Fund Transfer.
4.1.1   To the extent provided to the Bank and subject to the completion of the documentation deemed necessary by the Bank, the Bank shall make available to Customers to view, through the Corporate Internet Banking Service, the end of day statement, submitted to the Bank by other banks through the MT940 Format, in relation to the balances of the accounts the Customers maintain with such other banks (the “End of Day Statement”). The Bank shall provide the End of Day Statement “as is” and the Bank shall not (i) make any representation or warranty as to the accuracy, reliability or completeness of the End of Day Statement received, or (ii) be liable to the Customer in respect of the End of Day Statement.
4.1.2   Using the SWIFT MT101 Fund Transfer the Customers are allowed to initiate a fund transfer request from their accounts maintained with other banks  by using the Corporate Internet Banking Service. This service shall be subject to execution of a MT101 Bilateral Agreement between the Bank and such other banks and the completion of any other documentation deemed necessary by the Bank. 
5.        Payroll Services 
5.1      This service means the electronic salary transfer service which allows the Customer to transfer money to its employees in accordance with the Central Bank's requirement for companies. This section also applies to Customers using the Ratibi Service via Corporate Internet Banking Services - Ratibi Service portal.
5.2      The Customer authorizes  the Bank to accept the salary  files  transmitted  to the Bank through  the  Corporate Internet Banking Service provided to them, for  processing  at  their  end  and  further  transmission  to  the Central Bank for disbursement of funds to the Customer's employees as per details contained in the salary files, and to treat these details as correct, complete and fully authorised by the Customer without the Bank having to make any further  enquires. The Customer  understands that the Bank will not check or seek to read or modify the contents of the salary and other files transmitted to them  and will directly transfer  them  to  the Central Bank provided they  are found  to  be free  from formatting  errors  and  data  inconsistencies. 
5.3      Customer confirms that the salary files will be provided by them in the format and to the data consistency standards prescribed by the Bank and by the Central Bank, failing which the entire files may be rejected by the Bank and/or the Central Bank. In such an event the Bank will notify the Customer of the rejection. the Bank will not be responsible for any delays or claims due to the rejection of the files by the Bank or the Central Bank. 
5.4      The Customer understands that the disbursement of salaries and wages to their employees through the payroll services of the Bank will  depend upon the  action  of  third  parties  such  as  the  Central Bank,  other  banks  and  disbursement agents. The Customer understands that the Bank makes no representations or warranties on the timing of delivery of the salaries and wages to their employees and accepts no responsibility for  any loss or delay which  may occur in the transfer and/or application of funds. 
5.5      The Customer will be solely responsible for ensuring that all local laws and regulations are adhered to including the anti-money laundering laws and regulations of United Arab Emirates, in relation to payments of salaries and wages to their employees. The Bank will not be responsible for any possible breach of such laws and regulations as a result of transmission of salaries and wages through their payroll services.
5.6      If the Customer requires refund of any amount transferred by the Bank then it shall initiate a refund request. To initiate a refund request the Customer shall submit an instruction giving the details of the required refund. All refund requests should be made in the format prescribed by Central Bank.
5.7      The decision of honoring the refund request shall be at the sole discretion of the refunding bank and the Bank shall not be responsible for any rejections by the refunding bank.
5.8      The Bank will only credit the Customer's account upon receiving the refund from the Central Bank. The Bank will not be responsible for any delays in receiving the refund from the Central Bank. The Bank will not be responsible for checking the correctness or completeness of the refund report and will credit the Customer's account strictly as per the amount received in the refund report from the Central Bank.
6.        Liquidity Management Services
6.1      The Customer will be able to view the liquidity structure setup and the instruction summary by using the Corporate Internet Banking Service.
6.2      For liquidity management services the Corporate Internet Banking Service Terms and Conditions need to be read in conjunction with the Terms and Conditions governing Liquidity Management Services.
7.        Standing Instruction 
7.1      If a standing instruction / future dated transaction is setup by the Customer using the Corporate Internet Banking Services, the transaction will automatically be processed by the Bank on the pre-defined execution date.  A standing instruction can be setup only for future dated transactions and not for current dated transactions.
7.2      The funds will continue to be debited from the Customer's account until the Customer may cancel the standing instruction through the Corporate Internet Banking Services at any time before the next payment date or submits a letter to a Bank branch to cancel the standing order instruction regardless of the availability of the account(s) or the status of the user(s) in the service.
7.3      The Customer is responsible to ensure that the account is funded at the time of execution of the standing instruction to prevent transaction being rejected by the system.   
8.        Alerts 
Alerts and Notification services are available through the Corporate Internet Banking Services.  The Customer can setup and choose the types of Alerts and Notification or make changes to the choices through the Corporate Internet Banking Services.
9.        Fees and charges
9.1      The Customer will pay such charges and fees for the provision of Corporate Internet Banking Services as the Bank may prescribe from time to time, whether or not the Customer uses such Corporate Internet Banking  Services. 
9.2      The Bank is authorised to debit the Customer's Account(s) for all charges, fees, withdrawals and payments for the provision and/or use (authorised or unauthorised) of Corporate Internet Banking Services and any other liabilities to, and loss suffered by, us as a result of the provision and/or use of Corporate Internet Banking  Services.
10.      Security Tools 
10.1    The Customer will be given the Security Tools which should be safe guarded at all times.  The Security Tools are considered Customer's identification and authentication when using the Corporate Internet Banking Services.  The Customer agrees that any Instructions sent via the Corporate Internet Banking Service shall be deemed to have originated and authorised by the Customer.  The Bank will act and process the payment accordingly subject to the prevailing Account terms which will apply in full force and effect to all instructions received through the Corporate Internet Banking Services. 
10.2    The Customer agrees that any person who uses the Security Tools to access its Account(s) through the Corporate Internet Banking Services will be given access by the Bank and the Bank is not obliged to further check the identity of such person or the validity of any Transactions made on his behalf.
10.3    The Customer is responsible to notify the Bank immediately if the Customer's Secure ID device is lost, stolen or damaged.  
10.4    From time to time, the Bank will require the Customer to change its Corporate Internet Banking Services password for security purposes.
10.5    In the event of any misuse, the Customer accepts that the Bank has the right to disable the Customer's access to the Corporate Internet Banking Services. 
11.      Confidentiality
11.1    Each of the Customer and the Bank undertakes to the other to keep confidential all information communicated in any form concerning the business and affairs of the other that it shall obtain or receive prior to the entering into or during the performance of these Terms and Conditions.  Each of the Customer and the Bank also undertakes to the other to not disclose, without the other's prior written consent, any confidential information, in whole or in part, to any other person save those of its employees involved in the implementation of these Terms and Conditions and who have a need to know and to use the information solely in connection with the implementation of these Terms and Conditions  and not for its own or the benefit of any third party.
11.2    Notwithstanding anything to the contrary in these Terms and Conditions, the Bank may disclose and transfer any confidential information as required by law or regulation or requested by any competent authority. 
11.3    The provisions of Clause 11.1 shall not apply to the whole or any part of the confidential information to the extent that it is already in the possession of the non-disclosing party or is already in the public domain through no negligence or misconduct of the non-disclosing party, is obtained from a third party lawfully, is or has been independently generated by the non-disclosing party or is properly disclosed pursuant to applicable law or regulation. 
12.      Disclaimer and Liability  
12.1    The Bank will not be liable for any loss suffered by the Customer or any third party arising from and in connection with the use of the Corporate Internet Banking Services except where such loss is attributable to the Bank's gross negligence or willful default. The Bank  will not be liable for any inconvenience, loss, damage or injury suffered by the Customer or any third party arising from or caused by: 
a)    the Bank's compliance with any instruction given or purported to be given by the Customer or a User relating to Corporate Internet Banking Services, notwithstanding that the integrity of the information comprised in such instruction may have been compromised or impaired during transmission, provided that such compromise or impairment would not have been apparent to a reasonable person receiving such instruction;
b)    the Customer being deprived of the use of any Corporate Internet Banking Service as a consequence of any action by the Bank  or any agent or subcontractor of the foregoing;
c)    any Corporate Internet Banking Service not being available due to system maintenance or breakdown/non-availability of any network; or
d)   any failure by the Bank to perform any obligation or observe any term of these Terms and Conditions if such failure arises from a failure of, or any unauthorised and/or unlawful access to, any machine, data processing system or transmission link or any act of force majeure such as acts of God, war or warlike hostilities, civil commotions, riots, blockades, embargoes, sabotage, strikes, lock-outs, fire, flood, shortage of material or labour, delay in deliveries from sub-contractors, or any event outside the banks control.Any downloading of data from any Corporate Internet Banking Service is done solely at the Customer's risk, and the Bank does not warrant that such data or the Corporate Internet Banking Service is free from any computer virus or other malicious, destructive or corrupting code, agent, program or macros.
12.2    No warranty of any kind, implied, express or statutory, including but not limited to the warranties of non-infringement of third party rights, title, merchantability, satisfactory quality or fitness for a particular purpose, accuracy, adequacy, currency or reliability is given in respect of the Corporate Internet Banking Service. The Bank shall not be responsible in any way for any direct, indirect, special or consequential, economic or other damages arising in any way from the provision and/or use of Corporate Internet Banking Services.
12.3    The Customer shall be solely responsible for ensuring the accuracy, adequacy and completeness of the instructions and that the bank shall not be obliged to verify the accuracy, adequacy and completeness of such instructions. The Customer agrees that the bank shall not be liable for any loss, damage or expense suffered by the Customer as a result of any instructions being inaccurate, inadequate or incomplete in any way. 
12.4    All instructions will be deemed to be irrevocable and unconditional upon transmission through the Corporate Internet banking Service and the bank shall be entitled (but not obliged) to effect, perform or process such instruction(s) without further consent by the Customer and without any further reference or notice to the Customer. Nevertheless, in certain circumstances the Customer may request to cancel or amend the instructions which the Bank will endeavour to give effect to on a commercially reasonable effort    basis. However, notwithstanding the foregoing, the Bank is not obliged to give effect to any request to cancel or amend any instruction.
12.5    The Customer accepts that the Bank will not be liable for any delay or non-payment if it was caused by a Customer error with respect to the details of the beneficiary of the payment or failure to identify the beneficiary or delay or failure to act by the receiving party.
12.6    The Bank does not warrant that the Corporate Internet Banking Services or any of the content or the Security Codes will be provided uninterrupted or free from errors or that any identified defect will be corrected; further, no warranty is given that the Corporate Internet Banking Services, the Security Codes and the content is free from any    computer virus or other malicious, destructive or corrupting code, agent, program or macros.
12.7    The Bank does not warrant the security of any information transmitted by the Customer or to the Customer  through the Corporate Internet banking Services or via email and the Customer acknowledges and accepts the risk that any information transmitted or received through the Channel and the Corporate Internet Banking Services or via email may be lost, altered, misused or accessed by unauthorised third parties.
12.8    The Bank and, its Affiliates shall in no event be liable to the Customer or any other person for: any direct, indirect, incidental, special, consequential, punitive or economic loss, downtime costs, loss of revenue or business opportunities, loss of data or goodwill, expense or damage arising from or in connection with: 
a)    any access, use or the inability to access or use the Channel, the Corporate Internet banking Services, the content, or reliance on the content, howsoever caused and regardless of the form of action (including tort or strict liability); 
b)    improper usage or malfunction of any computer or mobile phone or other telecommunications equipment used to access the Corporate Internet Banking Services or incompatibility thereof with the Bank's systems.; 
c)    any disruptions to any Corporate Internet Banking Services beyond our control;
d)    any failure, downtime, crash, breakdown or malfunction of or defects or glitches in the Channel and Corporate Internet Banking Services, including equipment, infrastructure or programs; and/or
e)    any failure by the Bank  to perform any obligation or observe any term of these Terms and Conditions  if such failure arises from a failure of, or any unauthorised and/or unlawful access to, any machine, data processing system or transmission link or any act of force majeure such as acts of God, war or warlike hostilities, civil commotions, riots, blockades, embargoes, sabotage, strikes, lock-outs, fire, flood, shortage of material or labour, delay in deliveries from sub-contractors, or any event outside the banks control even if the Bank is advised of, or otherwise might have anticipated, the possibility of such loss, damage or expense.
12.9    The Customer agrees to treat access rights; documentation and any information related to the Customer's Corporate Internet Banking Services strictly private and confidential and the Customer shall not copy or reproduce them in any form either in whole or in part.
12.10  The Bank's total aggregate liability to the Customer shall not exceed 100% of total charges payable by the Customer to the Bank over any 12 month period, except in the event of death or personal injury resulting from gross negligence, fraud or fraudulent misrepresentation by the Customer. 
13.      Indemnity 
13.1   The Customer indemnifies the Bank against any liability, loss, damage, including legal costs and expenses which the Bank may sustain or incur, directly or indirectly, by reason of our having made available the Corporate Internet Banking Services or having entered into these Terms and Conditions with the Customer or enforcement of the Bank's rights under these Terms and Conditions  or in acting upon any instructions which the Customer may give in relation to the Corporate Internet Banking Services or any negligence, fraud and/or misconduct on the Customer's  part or on the part of any agents or representatives of the Customer or the Customer's breach of these Terms and Conditions .
13.2    If any provision of these Terms and Conditions is held to be ineffective, unenforceable or illegal for any reason, such decision shall not affect the validity or enforceability of any or all or the remaining provision of these Terms and Conditions. 
13.3    Except as set out in these Terms and Conditions , all warranties, conditions, terms and undertakings, express or implied, whether by federal, or local law, custom, trade usage, course of dealings or otherwise (including without limitation as to quality, performance or fitness or suitability for purpose) in respect of the Corporate Internet Banking Services are hereby excluded to the fullest extent permitted by law.
13.4    Neither party shall be liable to the other party for any indirect or consequential loss.  
14.      Notices
14.1    Any notice or other communication to be given in connection with any of the terms or provisions of these Terms and Conditions  shall be in writing and in the English language and served by commercial courier service or facsimile to the number provided in Clause 14and will be deemed effective as indicated: 
14.1.1 if delivered by hand or courier service, on the date it is delivered; and
14.1.2 if sent by facsimile transmission, on the date it is transmitted as evidenced by the transmission report.
14.2    Where notice is given after 4:00 pm on a Business Day or on a day which is not a Business Day, the date of service shall be deemed to be the next Business Day.
14.3    Addresses for Notices:  
14.3.1 All notices to the Bank shall be sent to the following address:  
First Abu Dhabi Bank PJSC
FAB Building, Khalifa Business Park, Al Qurm District,
PO Box 6316, Abu Dhabi
United Arab Emirates
For the attention of: Head of Global Transaction Banking 
14.3.2 All notices to the Customer shall be sent to the address set out in the Application, as amended from time to time by the Customer and notified to the Bank.
15.     General
15.1    The Bank's records maintained through the computer system or otherwise, unless proven to be wrong, shall be accepted as conclusive and legally binding evidence of the Customer's Transactions using the Corporate Internet Banking Services.
15.2    The Customer is responsible to ensure strict adherence to the security guidelines for the use of Corporate Internet Banking Services.  This includes ensuring that any other security alerts that are posted on the Bank's Website and/or the Bank advised to the Customer through email are observed and complied at all times.
15.3    The Customer may request to terminate the access to the Corporate Internet Banking Services at any time by giving the Bank a prior written notice of seven (7) Business Days. 
15.4    The Bank may from time to time and at its sole discretion with prior notice to the Customer, change and amend any of these Terms and Conditions.  The changes will apply on the effective date the Bank specified in the notice.
15.5    The Terms and Conditions are made in bilingual Arabic and English texts however, if there is any contradiction between the Arabic and English text, the Arabic text shall prevail.
15.6    The Customer is fully aware and responsible to ensure strict adherence to the instructions and guidelines issued by the Bank from time to time on the use of Corporate Internet Banking Services and that all authorised users and representatives of the Customer are fully trained and updated at all times on the terms of usage and handling of the Corporate Internet Banking Service functionalities. This includes (without limitation) ensuring that all the authorised users and representatives of the Customer undergo adequate training in the use and handling of the Corporate Internet Banking Services as prescribed by the Bank and reading and complying with all and any instructions and/or guidelines provided to such authorised users and/or representatives from time to time through various medium made available by the Bank (including, but not limited to, any reference guides, e-mail, demo and help files). 
16.     Governing Law and Jurisdiction
16.1    These Terms and Conditions shall be governed by and construed in accordance with the federal laws of the United Arab Emirates as applied in the Emirate of Abu Dhabi and the laws of the Emirate of Abu Dhabi.
16.2    The parties agree to submit to the exclusive jurisdiction of the civil courts of the Emirate of Abu Dhabi provided that the Bank may, if it deems appropriate, bring proceedings in any other jurisdiction, inside or outside the United Arab Emirates. 
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