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FABOnline - Corporate Internet Banking 
Application Form 
A. Customer Information
We request First Abu Dhabi Bank PJSC (FAB) to provide us with FABOnline Cash and Trade access for our account(s) held under the below mentioned Customer ID(s).
*Contact Number(s)
B. Designated Account for access  
(Click '+' to add an Account )
C. Designated External Bank Accounts for Access*
(Click '+' to add more Non-FAB Account)
* Please contact your respective banks to advise them to send the relevant SWIFT MT940 statements to FAB via SWIFT Code:NBADAEAA
D. Corporate Module Access
(Click '+' to add more Employer/MOL details  
Payment Services
(Click '+' to add more Email ID details  
Trade Services
SFTP Services  (Please select one option from below )
1. Payments include Transfer within FAB,Card Payment,  Bill Payment, Domestic Fund transfer and International Fund Transfer.  2. Only Existing Ratibi clients can request for this service, if you would like to enroll to Ratibi Payroll Service, please visit the nearest FAB branch. All enquiries regarding RATIBI access via iBANKING can be emailed to ratibi@FAB.com.   3. Ministry of Labour ID/Labour Regulatory Authority (LRA) ID
E. Corporate User Details & Access
(Click '+' to add more User details  
1. Payments include Transfer between Own Accounts, Transfer within FAB, Transfer within UAE, International Transfers, and Standing Order Instruction
*Contact Details:
Preferred User ID (between 4 to 16 characters)
User Details:
*User Role:
(Click '+' to add additional Account/Card No. or 'x' to remove an account details)
Payroll Services
Note : A User cannot approve their own initiated transactions unless they are a self-authorizer. 
ELC
ILC
WPS
Payments
Account Services
All Options
Please enter the relevant  Account Number(s) and/or select "All Accounts"
Account and Module Access
Cheque Book Request
Non WPS 
EC
IC
FR
IG/OG
SFTP
Integrated Information Reporting
Corporate Services
(Click '+' to add more Data enrichment details or 'x' to remove )
Corporate Additional Services
Corporate Additional Services
Corporate User Roles Details :
Notes: 
1. Maker : User who creates / initiates transactions. 2. Verifier: User who verifies the transaction before submitting for approval. 3. Approver: User who approves / authorizes transactions. Group: Indicate the Group to which the user belongs to (e.g. A, B, C, D, or E, as applicable to customer Authorization Policy)
* All Accounts : All Accounts specified in Section B.
* All fields marked with * are mandatory.
Payment Authorization Workflow:
No.
Authorization Limits
Number of Approvers required/Authorising Condition
 Notes
Eg
upto AED 100,000
2 A+B (2 approver from group A and 1 approval from Group B
Include any special approval instructions
(Click '+' to add and 'x' to remove a row.)
F. Transaction Authorization Matrix (please tick to update)
G.  Special Instruction
H.  Authorization
I/We have received a copy of the corporate internet banking services (FABOnline) Terms and Conditions contained in the Schedule to this application (the “Terms and Conditions”). I/We confirm that I/we have fully read and understood the Terms and Conditions and am/are duly authorised on behalf of
                                                                                                                                                                                  to agree that 
                                                                                                                                                                  shall be bound by the Terms and Conditions. In addition, I/we acknowledge and agree that the pricing applicable to this service may vary from time to time.
I/We, duly authorized signatory of                                                                                                                  hereby declare that the information given above is true and correct and it does not conflict or contradict any of and is otherwise in compliance with our constitutional documents and corporate authorization(s) relating to this application, the services or any related action subject of this application. 
I/We certify that:  
(i)    On or before the date of this application, I/We have delivered to First Abu Dhabi Bank (FAB) a correct and complete copy of the constitutional documents of                                                                                                                                   , which, as of the date of this application, are up-to-date; and
(ii)                                                                                                                             has taken all necessary steps to approve the terms of and the transactions contemplated by this application and/or the services or any related action subject of this application.
(Please click '+' to add two more authorized signatories details and  'x' to remove Signatories Details)
Bank Use Only
  Note : Pickup Point - Soft copy of Annexure to be emailed to customer
  Note : Dealer Code - Soft copy of Annexure to be emailed to customer
Terms & Conditions for Corporate Online Banking Services
This Agreement (the “Agreement”) governs your (the “Customer”) use of the corporate electronic banking services to be provided by First Abu Dhabi Bank PJSC, U.A.E. (the “Bank” or "FAB") for all Customer accounts held with the Bank (the “Account(s)”) through any of: 
(a)  the Bank's internet banking platform and mobile banking application platform (referred to as the context requires as the "Portal" or the "Portal Services", as further described in section 2 of this Agreement);
(b)  a host-to-host service (referred to as "SFTP"); and
(c)   a SWIFT service using MT101, FIN  messages or FileAct (referred to together as "SWIFT"),
       (referred to together as the “FABOnline Platform”).
This Agreement is supplementary to the FAB Account Opening Terms and Conditions (the “General Terms and Conditions”) and this Agreement should be read together with the General Terms and Conditions. Capitalized terms in this Agreement shall have the same meaning given to them in the General Terms and Conditions. If there is any conflict or inconsistency between the terms of this Agreement and the General Terms and Conditions, the terms of this Agreement shall prevail. Any supplementary schedules attached herein (each a "Schedule" and together the “Schedules”) shall complement and be deemed part of this Agreement.
The Customer has agreed to utilize the following subject to the terms of this Agreement (tick all that are relevant):
1.         Use of the Portal Services ....
Not Applicable
1.         Use of the Portal Services
This section applies where the Customer has agreed to utilize the Portal Services. Subject to the terms and conditions in this Agreement, the Bank grants the Customer a right to access any or all of its accounts which are eligible to be accessed and utilized via the Portal, as determined by the Bank from time to time ("Eligible Accounts") through the use of the Portal and perform a variety of transactions available on the Portal in accordance with this Agreement. The Bank will grant the Customer a username(s) (the “Portal Username(s)”) and related passwords (the “Portal Password(s)”), as well as a token(s) enabled with a security passcode generation capability or any  successor  device(s) or software (the “Portal Token(s)”), which when used together with the Portal Username(s) and Portal Password(s) will allow the Customer access to the Portal.
Provision of the Portal Services
This section applies where the Customer has agreed to utilize the Portal and the Portal Services. The Bank shall provide the Portal Services described below on the Portal. The Bank may, at its sole discretion, change the Portal website and software at any time without notice. The Portal Services shall comprise of the following (tick all that are relevant): 
The Bank may, from time to time, offer a service other than the existing Portal Services (each a "New Portal Service"). Any terms applicable to such New Portal Services will form part of this Agreement and such terms will be made available on the Portal or by the Bank. Where the Portal Services permit the Customer to access information and services provided by other banks (“Multi- Banking Services”), the provision of such Multi-Banking Services shall be subject to the agreement of the Customer and such other banks and are not subject to the provisions of this Agreement.
2.         Use of the View Only Portal Services .... 
Not Applicable
2.         Use of the View Only Portal Services 
This section applies where the Customer selected View Only Portal Services. Subject to the terms and conditions in this Agreement, the Bank grants the Customer a right to view any or all of its Eligible Accounts through the use of the Portal in accordance with this Agreement. The Bank will grant the Customer a username(s) (the “Non-Transaction Portal Username(s)”) and related passwords (the “Non-Transaction Portal Password(s)”), as well as a token(s) enabled with a security passcode generation capability or any  successor  device(s) or software (the “Non-Transaction Portal Token(s)”), which when used together with the Non-Transaction Portal Username(s) and Non-Transaction Portal Password(s) will allow the Customer limited access to the Portal.
Provision of the View Only Portal Services
This section applies where the Customer has agreed to utilize the Portal and the View Only Portal Services. The Bank shall provide the View Only Portal Services described below on the Portal. The Bank may, at its sole discretion, change the Portal website and software at any time without notice. The View Only Portal Services shall comprise of the following (tick all that are relevant):
The Bank may, from time to time, offer a service other than the existing Portal Services (each a "New Non-Transaction Portal Service"). Any terms applicable to such New View Only Portal Services will form part of this Agreement and such terms will be made available on the Portal or by the Bank. Where the Portal Services permits the Customer to access Multi- Banking Services, the provision of such Multi-Banking Services shall be subject to the agreement of the Customer and such other banks and are not subject to the provisions of this Agreement. 
3.         Use of  SFTP (host-to-host) ....
Not Applicable
3.         Use of  SFTP (host-to-host)
This section applies where the Customer has agreed to utilize SFTP. Subject to the terms and conditions in this Agreement, the Bank grants the Customer a right to use the SFTP Services (as defined in section 4 below), in relation to any or all of its accounts which are eligible to utilize the SFTP Services, as determined by the Bank from time to time ("Eligible Accounts")  in  accordance with this Agreement. The Bank will grant the Customer:
(a)         a username(s) (the “SFTP Username(s)”) and related passwords (the “SFTP Password(s)”);
(b)         a digital certificate(s) and software which will be installed on a server of the Customer's choice (the "Digital Certificate"); and
(c)         a file encryption option to encrypt the file prior to transmitting to the Bank, 
which, when used together with the Username(s) and Password(s), will allow the Customer access to the SFTP Services (as defined below).
Provision of the SFTP Services
This section applies where the Customer has agreed to utilize SFTP. The Bank shall provide the services described below (the "SFTP Services").   The Bank may, at its sole discretion, change the SFTP software at any time without notice.   The SFTP Services shall comprise of the following (tick all that are relevant):
The Bank may, from time to time, offer a service other than the existing SFTP Services (each a "New SFTP Service"). Any terms applicable to such New SFTP Services will form part of this Agreement and such terms will be made available by the Bank.  
Where the Customer has selected the “Uploading of funds transfer in bulk” option above, then the Customer has agreed to utilize one of the following options in connection with this particular SFTP Service (tick one):
Where the Customer has selected SFTP with Pre-authorized files, the Customer acknowledges and agrees that the files will be pre-approved by the Customer's authorized users prior to uploading.  The Bank will immediately attempt to process the files once they are received by the Bank.  
Where the Customer has selected SFTP with Authorization via Portal Services, the Customer acknowledges and agrees that the uploaded files will be approved by the Customer's authorized users via the Portal Services.  The Bank will grant such Portal Passwords and Portal Tokens to the authorized users whom the Customer nominates in writing to the Bank. The Bank will only process the files once they are fully authorized on the Portal.
Where the Customer has selected SFTP with Authorization via Portal Services, the Customer further acknowledges and agrees that it is subject to the terms and conditions set out in Sections 1 and 2 above
4.         Use of Wages Protection System (WPS)  - Payroll .... 
Not Applicable
4.         Use of Wages Protection System (WPS)  - Payroll 
This section applies where the Customer has agreed to utilize Wages Protection System. Subject to the terms and conditions in this Agreement, the Bank grants the Customer a right to use the Wages Protection System in relation to any or all of its accounts which are eligible to utilize the Wages Protection System, as determined by the Bank from time to time ("Eligible Accounts") in accordance with this Agreement. The Bank will grant the Customer:
      (a)   a username(s) / related passwords (s) / token for login
      (b)  the ability to upload and transmit FAB electronic payroll files and other files as necessary, for payment of salaries and wages to Customer's employees.
Provision of Wages Protection System (WPS)
This section applies where the Customer has agreed to utilize Wages Protection System. The Bank shall provide the services described below (the " Wages Protection System "). The Wages Protection System shall comprise of the following: 
(a)  the ability to upload and transmit electronic payroll files and other files as necessary, for payment of salaries and wages to Customer's employees. 
The Customer acknowledges and agrees that the Wages Protection System electronic medium provided will only be used by the Customer for the purpose of payroll transfers to Customers' employees through WPS and not for any other types of fund transfers. 
The Customer undertakes and agrees to abide by the following conditions for accessing Wages Protection System (WPS):
(a) The Bank is authorized to accept Customers' salary files that will be transmitted to the Bank through the electronic medium provided to Customer, for processing by the Bank and further transmission to the WPS for disbursement of funds to the beneficiaries as per the details contained in the files.  The Bank shall be permitted to treat these details as correct, complete and fully authorized by the Customer without the Bank having to make any further enquiries. This will also apply to any refund request files transmitted by Customer. The Bank will not check or seek to read or modify the contents of the salary and other files transmitted to the Bank and will directly transfer them to the WPS as long as the contents are found by the Bank's computer systems to be free from formatting errors and data inconsistencies. If any error is made by the Customer in the particulars of any employee in the salary file which results in payment to an unintended beneficiary, or in an error in the amount to be paid to a beneficiary, the Customer's sole recourse will be to make a refund request in accordance with the WPS operating guidelines issued by the Central Bank of the UAE (CBUAE) and clause (f) below, and Customer will be solely responsible for any losses in this regard.
(b) The salary files provided will be in such format and adhere to such data consistency standards as prescribed by the CBUAE, failing which the entire files may be rejected by the Bank and/or the CBUAE. In such an event, the Bank will notify the Customer of the rejection with reason(s) thereof by email to the address(es) stipulated by Customer at the end of this document, following which the Customer will need to re-submit the entire rejected files with all necessary corrections. The Bank will not be responsible for any delays or claims on account of the rejection of the files by the Bank or CBUAE.
(c) If the date for processing of a salary or other file falls on a Friday or Saturday or bank holiday or any day on which the Bank is not open for business in the UAE, the files will be processed on the next working day.  Any file received by the Bank after the mutually agreed cut-off between the Customer and the Bank will be taken up for processing on the next working day.
(d) In the event of insufficient funds in the Customer's account to cover the total amount specified in the salary file, the Bank will reject the entire salary file. If this event occurs on more than one occasion, the Bank will retain the right to cancel this arrangement immediately by providing prior written notice to Customer of its decision to do so. The Customer acknowledges and agrees to indemnify the Bank against any actions, proceedings, claims or demands that may arise as a result of any failure by the Customer to transfer sufficient funds to its account in a timely manner. 
(e) The disbursement of salaries and wages to the Customer's employees through the WPS is conditional and dependent  upon the actions of third parties such as the CBUAE, other banks and disbursement agents, and their respective computer systems.  The Bank makes no representations or warranties on the timing of delivery of the salaries and wages to Customers' employees, and accepts no responsibility for any loss or delay which may occur in the transfer and/or application of funds. The Customer acknowledges and agrees to indemnify the Bank against any actions, proceedings, claims or demands that may arise in connection with such loss or delay
(f)  A request for cancellation of a payroll transfer instruction by Customer shall only be accepted to the extent that such transfer instruction has not already been processed by the Bank.  Any fees that are incurred as a result of this will be borne by Customer. In the event of a partial or full refund request by the Customer with respect to a salary file that has already been processed by the Bank, compliance with such requests will be at the sole discretion of the salary disbursing agent and the Bank will not guarantee the refund claimed by Customer.
(g)  Electronic transmission of salary and any other files relating to WPS over the internet is susceptible to loss, corruption or errors due to various reasons including defects in any communication network, or failure of power supplies, equipment, data processing and communication systems or transmission links, as well as to interception, hacking or monitoring.  The Customer agrees to solely bear such risks, and any losses arising therefrom, of electronic transmission of Customer salary and other files for processing on WPS.
(h) The Customer acknowledges and agrees that the Bank will not be responsible for any damages and Customer agrees to indemnify the Bank against any loss, actions, proceedings, claims or demands resulting from mechanical failure or breakdown of the WPS or any underlying electronic communication channels or any emergency situations such as power failure, computer virus, natural disaster, security accident, Government emergency action, war, civil commotions, or force majeure.
(i)  The Customer shall be solely responsible for ensuring that all local laws and regulations are adhered to in connection with its use of the WPS and payments of salaries and wages to its employees, including the CBUAE regulation on Anti Money Laundering and the UAE Ministerial Decree no 788 of 2009 on Protection of Wages.  The Bank will not be responsible for any possible breach of such laws and regulations as a result of transmission of Customer salaries and wages through WPS.
(j) The Customer shall conduct a regular review of its statements of account(s) from which payroll transfers will be transmitted to ensure proper debits have been processed.
Email addresses to which communications from the Bank with regard to WPS file rejections, and other procedural matters relating to WPS, are to be sent:
(The declared email addresses may only be modified by separate written notification by Customer to the Bank of the intended changes, followed by acknowledgement from the Bank that they have taken them on record)
 5.    General Terms and Conditions
        The Bank may, at its sole discretion, amend, from time to time, any of the:
        (a)   Portal Services;
        (b)   View Only Portal Services;
        (c)   SFTP Services;
        (d)   SWIFT Services;
        (e)   First Value Services - Remote Cheque Deposit  (RCD)
        (f )   Wages Protection System (WPS) - Payroll           
(Together the "Services") and the terms and conditions of this Agreement upon thirty 30 days' advance notice (such amended terms and conditions being the "Revised Terms"). The Revised Terms will be available on the Portal or otherwise made available by the Bank. 
In this Agreement:
        (a)  "Username(s)" means the Username(s) and the Portal Username(s) as relevant;
        (b)  "Password(s)" means the Password(s) and the Portal Password(s) as relevant; and
        (c)   "Security Device(s)" means the:
               (i)   RMA key;
               (ii)   Digital Certificate;
               (iii)  Hard and Soft Tokens; and 
               (iv)  any other device designated by the Bank as such.
        (d)  "FIN" means the service offered by SWIFT which allows customers and banks to exchange messages individually. Messages may be highly structured transaction instructions in MT101 format or account statement in MT940 or MT942 or MT950 formats. The messages may also be sent to the Bank by using a Service Bureau acting on behalf of the client.
        (e)  "FileAct" means the service offered by SWIFT which allows customers and banks to exchange bulk files.  Bulk files may contain any data and can be in any format as long as both parties agree to the formats first.  In our SWIFT Services we accept payment transactions bulk files and payroll bulk files in specific format defined by the Bank. The messages may also be sent to the Bank by using a Service Bureau acting on behalf of the client.
        (f)   “FirstValue” means remote cheque deposit service provided by the Bank to the Customer in order to obtain credit for cheques deposited 
        (g)  "ICCS CCS" means Implementation Guidelines Document issued by Central Bank of UAE on October 15, 2010 for implementation of Corporate Cheque Scanning
        (h)   “Courier Company” means a Bank approved company contracted by the Customer for pick-up and delivery of physical cheques to the Bank as per guidelines set by the Bank
        (i)   “Courier Agreement”means an Agreement between the Customer and the Bank approved Courier Company as per the guidelines set by the Bank
        (j)   “Scanner”means the device provided by the Bank to capture images of the original cheques for onward transmission to the Bank to support the cheque clearing process 
5.1         Customer's Obligations
5.1.1  The Customer authorizes and instructs the Bank to supply on the relevant FABOnline Platform the Services requested in the relevant application form submitted by Customer.  The Customer may nominate users (each a "User") to have prescribed levels of access to the accounts on the relevant FABOnline Platform. Each  User will have his/her own token device. The Bank is under no obligation to verify that the Customer or any User has the authority to authorize/ instruct/ nominate /access accounts on the FABOnline Platform. The Customer may request or withdraw services requested on FABOnline Platform in writing or via an Instruction (as defined below) 
5.1.2      The Customer hereby irrevocably and unconditionally undertakes to: 
        (i)   Control and monitor the use of FABOnline Platform to prevent unauthorized or erroneous Instructions and to  minimize the risk of fraud.
        (ii)   Comply with the rules, procedures and security measures and operate the relevant Security Devices, as required by the Bank on FABOnline
            Platform.
        (iii)  Prevent the security measures and Security Devices from becoming known to or accessible by any unauthorized person.
        (iv)  Keep secret and confidential the operation and details of FABOnline Platform, even after termination of this Agreement.
        (v)   Back up the Customer's data submitted under FABOnline Platform in case of any failure, suspension or withdrawal of FABOnline Platform.
        (vi)  Use equipment and systems suitable for FABOnline Platform as specified by the Bank. 
        (vii) Maintain the Customer's own hardware and software and take appropriate measures to prevent contamination by viruses or similar threats to the
            Username(s), Password(s) and/or Security Device(s). 
        (viii) Make Username(s), Password(s) and Security Device(s) available solely to the Customer's personnel who are approved by the Bank and
               authorized and qualified to act on behalf of the Customer in relation to the Services. The Customer shall provide the Bank with all required documentation establishing such persons' authority, in a manner satisfactory to the Bank. Any changes to such persons' authority must be immediately communicated to the Bank in writing in a manner satisfactory to it.
        (ix)   The Customer undertakes that the system used for accessing FABOnline Platform complies with the following safety measures through:
         a.   use of licensed software;
         b.   updated computer security patches; 
         c.   the installation of antivirus and firewall software; and
         d.   such other instructions as may be provided to the Customer by the Bank from time to time.
5.2         Security
5.2.1    The Customer shall inform the Bank immediately if the Customer:
            (i)  suspects or believes that:
            a.   any Security Device(s) is lost, misused or stolen;
            b.  any Username(s), Password(s), other login credentials, digital security certificate or soft token password / PIN may be known to a person; other
                 than a User;
            c.   there has been any unauthorized use of FABOnline Platform; or
            d.   FABOnline Platform security measures may no longer be adequate;
            (ii)   wishes to change a User;
            (iii)  knows or suspects that there has been a failure or  delay in the Bank receiving any Instruction or knows or suspects a programming or
                   transmission error, defect  or corruption in any Instruction and the Customer will assist the Bank to remedy the problem; or
          (iv)  discovers that any information on FABOnline Platform is incorrect 
5.2.2    If the Customer accesses or receives information through FABOnline Platform that is not intended for the Customer the Customer shall:
         (i)    immediately notify the  Bank,
         (ii)   not access the information further and immediately delete it, and
         (iii)  keep the information confidential. 
5.2.3    The Bank shall use reasonable endeavours to:
         (i)    reduce security risks associated with the use of FABOnline Platform; and
         (ii)  keep FABOnline Platform secure through the use of browser based encryption and various security measures  described in material and on the
                FABOnline Platform website] 
5.3   Instructions
Instructions given to the Bank through FABOnline Platform (each an "Instruction" and together the "Instructions") are each treated as an authorization by the Customer irrespective of whether or not the Instruction was made fraudulently or if they conflict with the terms of any other instruction or mandates given to the Bank by the Customer at any other time. The Bank will be under no obligation to verify the authenticity of any Instruction or the authority of the person(s) giving them.
            (a)  The Customer is responsible for the accuracy and completeness of each Instruction and for ensuring that each Instruction is transmitted properly.
            (b)  If the Customer wants to cancel or modify an Instruction it will notify the Bank via FABOnline Platform or as directed by the Bank. The Bank shall use reasonable efforts to comply with the request however the Bank shall not be liable for any failure or inability to comply with the request. For the avoidance of doubt, any Instruction received by the Bank for a same day payment may not be cancelled. Any fees that are incurred as a result of such an Instruction will be charged to the Customer.
            (c)    Receipt of Instructions by the Bank is not guaranteed by the use of FABOnline Platform.
                (d)   Where the Bank has reason to believe that an Instruction has not been properly authorized by a Customer, or that a breach of security has occurred, it may request additional authorizations or further details of the Instruction following which it reserves the right to not act, or delay acting upon the Instruction until such time as the Bank is satisfied that the Instruction in question has been duly authorized.
            (e)   The Bank will act on an Instruction during the hours of operation on a day on which banks in the UAE are generally open for business, other than weekends and public holidays (“Business Day”) and in accordance with the cut off times advised by the Bank on FABOnline Platform. Instructions received after the cut-off time on a Business Day will be processed on the following Business Day.
            (f)    Any confirmation by the Bank that a payment should reach the beneficiary's bank by a certain date is no guarantee that the funds  will be available to the beneficiary on that specified date.
            (g)   Each Customer is required to digitally sign an instruction. This digital signature shall act as an authorization for the Bank to execute the instructions. 
5.4         Exclusions and Indemnity
5.4.1    The Bank is not liable for any loss arising from any cause beyond the Bank's control or arising from any of the following: 
         (i)    unauthorized access to any confidential information accessible through FABOnline Platform;
         (ii)   disruptions to FABOnline Platform;
         (iii)  loss or corruption of data, injury to reputation, business interruption, loss of revenue, goodwill, opportunity or anticipated savings;
         (iv)   security-related information or advice provided by the Bank;
         (v)   errors, failures or costs arising from any malfunction of the Customer's equipment or provision of services from the Customer's internet/ mobile
                service provider;
         (vi)   acts or omissions by the Customer in their use of the Security Device(s) and/or secured browser; and any indirect or consequential loss arising
                   out of the use of FABOnline Platform. 
5.4.2    Nothing in this Agreement shall operate  to exclude the liability of either party for death, personal injury or fraudulent misrepresentation.
5.4.3    The Bank does not guarantee that the FABOnline Platform software is error free.
5.4.4    The Bank shall provide the customer with a USB with an embedded secured browser ("Secured Browser"). Use of the USB is at the Customer's risk and the Bank is not liable for any action, omission or commission of the Secured Browser application.
5.4.5    The Customer indemnifies the Bank against any claims, liabilities, costs, expenses, damages or losses (whether direct, indirect or consequential) that the Bank incurs from Instructions or operations affecting any third party accounts or any third party claims arising out of or in relation to the Customer's use of FABOnline Platform. 
5.5         Charges and  Fees
The Customer agrees to pay the fees and charges for the Services as made available by the Bank upon the Customer's request. The Bank reserves the right to modify and make changes to its fees and charges upon thirty (30) days prior notice. These fees and charges are in addition to fees and charges for other services the Bank may provide to the Customer. The Customer consents to all fees and charges being debited from the relevant (or nominated) Customer's account. For the avoidance of doubt, all taxes due in respect of any sums payable under FABOnline Platform will be paid by the Customer. Any such taxes owed shall be debited from the Customer's Account. 
5.6         Customer Data
5.6.1    The Bank may use and share the Customer's information with any of the Bank's affiliates or other members of its group (together the "FAB Group").
5.6.2    The Bank shall not disclose Customer information to anyone outside the FAB Group except:
         (i)      with the Customer's permission;
         (ii)     where required or permitted to do so by law;
         (iii)    to other companies who provide a service to the Bank or the Customer; and
         (iv)    where the Bank is transferring any rights or obligations under this Agreement.
5.6.3    By providing any Instruction, the Customer will be identified as the sender and certain proprietary information may be revealed to third parties. Since the proprietary information may be revealed to third parties outside of the U.A.E., the relevant information may be subject to the laws of the jurisdiction in which the information is processed or the third party is located. 
5.7         Anti-Money Laundering Regulations
In order to maintain compliance with money laundering controls and regulations, the Bank may request additional information from the Customer relating to the source of funds. Failure to comply with this request may result in the Customer's Account being either deactivated or closed and  the cancellation of any outstanding Instructions. The Customer acknowledges and agrees that the Bank is obliged to adhere to applicable anti-money laundering and counter terrorism financing regulations in all relevant jurisdictions. The Bank may undertake all such anti-money laundering and counter terrorism financing regulations checks in relation to the Customer, its authorized signatories or any other persons (including restricted lists, blocked persons and countries lists) as may be deemed necessary or appropriate by the Bank, and reserves the right to take any actions with no liability to the Customer or any third party. 
5.8         Termination
5.8.1     The Customer or Bank may terminate the use of the FABOnline Platform and this Agreement by giving the other party thirty (30) days' notice, and without the need for a court order. The Customer in such an event should surrender their Security Device(s) to the Bank (if any).
5.8.2    The Bank may terminate the use of the FABOnline Platform and this Agreement without notice and with immediate effect, and without the need for a court order, or suspend or limit the Customer's use of FABOnline Platform if:
         (i)      the Bank's license for any software is terminated or suspended;
         (ii)     the Customer breaches this Agreement;
         (iii)    the Customer proposes a voluntary arrangement with its creditors;
         (iv)   the Customer becomes bankrupt or insolvent or an order is made or a resolution passed for the administration, receivership, liquidation, winding-up or dissolution of the Customer.
5.8.3    The Bank reserves the right to suspend the Services (in whole or in part) automatically upon thirty (30) days' advance notice if the Customer has not used the Services or any particular Service for a period of six months.
5.8.4    All restrictions, disclaimers and limitations of liability by the Bank will survive termination of this Agreement. 
5.9         Notice
         (a)  All notices and other communications must be in writing, which the parties hereto expressly agree includes electronic communications.
         (b)  The Bank may deliver a notice or communication to the Customer via Portal Services, View Only Portal Services or to the  Customer's address
          last known to the Bank or registered office address of the Customer.
         (c)    A notice or communication by the Bank will be effective:
         (d)   if via Portal Services or View Only Portal Services at the time a message is posted on Portal Services or, as relevant, View Only Portal Services; 
         (e)   if by hand delivery, at the time of personal delivery; 
         (f)    if by post, on the second Business Day after posting; or
         (g)   if by fax, at the time of sending, if sent before 3.00 p.m. on  a Business Day, or otherwise on the next Business Day.
         (h)  A notice from the Customer to the Bank must be addressed to [the relevant relationship manager or Global Transaction Banking Customer Service department] and will be effective on receipt. 
         (i)    Force Majeure
Neither Party will be liable for any delay in performing   or failure to perform any of its obligations under this Agreement which is   caused by circumstances beyond its reasonable control, including, but not limited to, the failure, malfunction or unavailability of telecommunications, data communications and computer systems and services, war, act of terrorism, civil unrest, government action, strikes, lock- outs, labor disputes, natural disasters, government action or inaction (such as failure or delay in granting relevant licenses and approvals). Any delay or failure of this kind will not be deemed to be a breach of the Agreement by either Party and the time for performance of the affected obligation will be extended by a period, which is reasonable in the circumstances. 
5.10          Assignment
The Bank may assign its rights under this Agreement. The Bank may also assign or delegate certain rights and responsibilities under this Agreement to independent contractors or other third parties. The Customer may not transfer or assign its rights, benefits or obligations without the Bank's prior written consent.
5.11          Severability
If any term of this Agreement is unlawful or unenforceable under any applicable law, it will, to the extent permitted by such law, be severed from this Agreement and rendered ineffective where possible without modifying the other terms of this Agreement. 
5.12          No Waiver
No failure to exercise, nor any delay in exercising, on the part of the Bank of any right or remedy under this Agreement will operate as a waiver thereof, nor shall any single or partial exercise of any right or remedy prevent any further or other exercise thereof or the exercise of any other right or remedy. 
5.13          Entire Agreement
This Agreement (which, for the avoidance of doubt, includes the General Terms and Conditions and any additional agreements or documents specifically referenced herein) constitutes the entire agreement between the Parties regarding the Services and supersedes all prior discussions, correspondence, negotiations and agreements, both written and oral, between the Parties, concerning such Services. 
5.14          Survival
The obligations of the Customer and the Bank pursuant to Sections 11, 14, 15, 22 and 23 hereof shall continue, notwithstanding the expiration or termination of this Agreement. 
5.15          Copyright and Intellectual Property
The copyright and all other intellectual property contained in FABOnline Platform, including, but not limited to all design, text, sound recordings, images or links are owned, except  as otherwise expressly stated, by the Bank. As such, they may not be reproduced, transmitted, published, performed, broadcast, stored, adapted, distributed, displayed, licensed, altered, hyperlinked or otherwise used in whole or in part in any manner without prior written consent of the Bank. 
5.16          Governing Law and Jurisdiction
This Agreement shall be governed by, and construed in accordance with, the laws and regulations of the Emirate of Abu Dhabi and the applicable federal laws of the U.A.E. The courts of Abu Dhabi shall have exclusive jurisdiction in resolving any disputes arising out of or in connection with this Agreement.
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